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Abstract: Now a day’s online password guessing attacks are mostly spreaded and increasing day to day rapidly. Brute force attacks and dictionary attacks are most used online password guessing attacks. Preventing the attacks such as brute force and dictionary attacks are difficult problem. Automated Turing Tests (ATT) is one of the approaches to identify automated malicious login attempts with low cost. The reasonable easy approaches became inconvenience to users. A new password guessing resistant protocol is proposed to solve the brute force and dictionary attacks. The PGRP limits the total number of login attempts from unauthorized persons. Several failed login attempts challenged the ATT. The PGRP protocol is only the more promising than existing proposals.
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I. INTRODUCTION

Online users in the real world are increasing day by day. Providing privacy and security to details by password also becomes difficult. Here we implementing a secure application for preventing privacy information provided by particular users by using Password Guessing Resistant Protocol (PGRP). To guess attacks on password based systems are unavoidable and commonly observed through web applications. One successful protection against automated online password guessing attacks is to control the number of failed attempts without ATTs to a very small number, limiting automated programs as used by attackers to three free password guesses for a particular account, even if dissimilar machines from unauthorized login attempts are made. However, these inconvenience the particular user. Practically several other techniques are deployed, it can allow login attempts without ATTs from a
different machine. When a certain number of fails occurs, several other techniques are deployed in practice. When a certain number of failed attempts occur from a given machine allowing more attempts without ATTs after a rest of the limited time to account locking. Many existing techniques and proposals include automated turing tests (ATT’s). Online password guessing attacks based systems are unavoidable and commonly observed through web applications. In a recent report, password guessing attacks identified on websites as a top cyber security risk, online attacks have some existing disadvantages, attacking machine must busy in an interactive protocol, thus allowing easier identification and in most cases, attackers can try only limited number of guesses from a single machine before being locked out. Consequently attackers must employ a large number of machines to avoid identification. Here user can identified the attackers. These are identified by IP address stored on login server as white list or cookies saved on a client machines. Either IP address or cookies or both are used by PGRP for maintain particular user. Identifying users IP addresses also allows PGRP to increase the number of ATT’s for password guessing attacks and meanwhile the number of ATT’s for particular login attempts. In previous years the online accounts logging into through multiple personal devices is growing. When it is used from home environments, the devices often share a single public IP address.

II. RELATED WORK

In this existing system, it contains several online attacks include brute force and dictionary attack.

1. Brute Force: The most time-consuming type of attack is a brute-force attack, which tries every possible combination of uppercase and lowercase letters, numbers, and symbols. A brute-force attack is the slowest of the three types of attacks because of the many possible combination of characters in the password.

2. Dictionary Attack: Another attack which is frequently used to guess the online passwords using the dictionary of common words in order to crack the end users password successfully. In this the breaking into password protected server by systematically entering every word in a dictionary as a password.

III. PROPOSED WORK

Our method of protection against online password-guessing attacks and related denial-of-service attacks, the owner and the users granted administrative privileges are referred to as administrators. Each user logs in with three credentials rather than the usual two: The application instance name, which is considered a secret shared by the users of the application instance. The instance name can be changed by the owner. A user ID, which is known only to the user and the administrators. The user ID is chosen by the administrator who creates the user account, and can be changed by an administrator (by any administrator if the user has no administrative privileges, by the owner if the user is herself an administrator). A password, known only to the user. After a certain number of consecutive bad guesses against a password, the user is locked out. Bad guesses are considered to be consecutive if there is no intervening successfully completed login to the user's account. All the consecutive bad
guesses must be against the same password; counting starts over if the password is changed. A user who has been locked out is allowed to log in again once her password has been reset. When the user changes her password, she is not allowed to select as the new password a password that has previously been used as a permanent or temporary password on her user account. This method provides protection against online guessing attacks and related denial-of-service attacks.

**System Architecture:**

![Class Diagram](image)

**Class Diagram:**

Class Diagram consists of the classes and the objects and the interaction between them. It mainly deals with the interaction between classes in the system, their behavior and properties of the system. Apart from classes this also provides inheritance relationships in the project. Class diagrams consist of basically two parts: first one is the member variables and class variables and the second part consists of the total number of methods available in the class.

![Fig 3.1 Class diagram for proposed work](image)
IV. RESULT & DISCUSSIONS

Figure 1: Home page

Figure 2: Login page
Figure 3: user has logged in more than three times

![Image showing the login error message]

Figure 4: user has get an intimation through mail

![Image showing the email notification]
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V. CONCLUSION & FUTURE WORK

Password guessing attacks have been increasing rapidly. To put an end to this, we use PGRP. PGRP will restrict the number of attempt made by a system or a machine and allow the legitimate user to have a full secured access over their account. PGRP appears suitable for organizations of both small and large number of user accounts. PGRP can restrict brute force attack and dictionary attack, so it enhances the security of user’s account. In future, this application may retrieve the exact location of the unauthorized user through GPS and that will be send to the particular authorized user whose account is tried to be hacked.
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