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Abstract: Cloud Computing plays an important role on achieving good performance and high system utilization. The 

goal of a task allocation system is to efficiently manage the cloud computing power of workstations, servers, and 

supercomputers in order to maximize job throughput and system utilization. There are many issues of cloud 

computing system which are discussed in this paper in brief. The main aim of the paper is to focus on fault tolerance 

and recover fault with less processing time. The proposed algorithm is assign tasks to other nodes only when master 

node moves from its original position. The major problem in this architecture is task scheduling, if one slave node 

get failed the task allocated by master node will not get completed and fault occurred. In this work, we have worked 

on technique which helps to reduce fault tolerance of the system and increase performance of the system.   
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1. Introduction 

Cloud  Computing  is the  environment  which  provides on-demand  & convenient access of the network to a 

computing resources like storage, servers, applications, networks and the other services which can be released 

minimum efficiency way. User retrieved data and modified data which is stored by client or an organization in 

centralized data called cloud.  Cloud is a design, where cloud service provider provides services to user on demand 

and it is also known as CSP stands for “Cloud Service Provider”. It means that the user or the client who is using the 

service has to pay for whatever he/she is using or being used and served. It is a technique which gives a huge 
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amount of applications under -different topologies and each topology gives some new specialized services [15]. 

Cloud  computing  is the  environment  which  provides on-demand  & convenient access of the network to a 

computing resources like storage, servers, applications, networks and the other services which can be released 

minimum efficiency way. The five essential characteristics composed by cloud design. Cloud design also promotes 

the availability [15]. There are three deployment models and three services models defined by NIST. 

 

1.1 Service Models: There are three service models of cloud: 

a) Software as a Service (SaaS): This is the capability of using applications which are running on cloud 

infrastructure. The users access these applications through internet connections. These kinds of clouds offer the 

implementation of some specific business threads that gives specific cloud capabilities. For E.g. GMAIL, Facebook 

[2]. 

 

b) Platform as a Service (PaaS): It gives the computational resources on which services and applications can be 

host and develop. For E.g. Online Photo Editing, Google Docs, YouTube [9]. 

 

c) Infrastructure as a Service (IaaS): This is the capability of doing processing, storing and run software which is 

given to the consumer. It’s also referred as the “Resource Code” which provides resources as the services to a user. 

This work is done by the service provider. For E.g. Host Firewalls [14]. 

 

1.2 Deployment Models of cloud computing: There are many deployment models o cloud computing. These are: 

1.2.1. Public Cloud: In this cloud, resources allocated are publically. Applications in this cloud are on pay-per-use 

basis. Public clouds can be managed by government organizations or business. For E. g. Sky Drive and Google 

Drive [2]. 

 

1.2.2 Private Cloud: In this cloud, resources are limited and used within an organization. It is more secure as 

employees in an organization can access the particular data only. For E. g. Banks [12]. 

 

1.2.3. Hybrid Cloud: In this cloud, there is a combination of both Public and Private cloud. The services within the 

organization are control by the customer and resources which need to be delivered externally are controlled by the 

service provider [12]. 

 
Fig.1.1 Deployment model of Cloud 

 

2. Review of Literature 

In this paper [1], two techniques are discussed: Virtualization and Muti-tenancy which provides security about cloud 

computing. As data is organized by third party organizations that offer Saas and PaaS which is important for the 

security. So, Virtualization and Multi-tenancy techniques are used for the security purposes. Virtualization is a way 

of making a physical computer function as if it were two or more computers where each non-physical or virtualized. 
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There are two types of virtualization: Full virtualization and Para virtualization and two architectures of 

virtualization: Hosted and Hypervisor architecture. Multi-tenancy is the ability to provide computing services to 

multiple customers by using a common infrastructure and code base. Multi-tenancy can be applied to different levels 

i.e. application level, middleware level, operating system, hardware level. Then security of virtualization and multi-

tenancy has been discussed. 

 

In this paper [2] they discussed different issues related to cloud computing security. To protect cloud  computing 

system and to prevent various attacks many security mechanisms have been developed. To improve the security of 

cloud computing new technologies has been developed by the researchers. Different types of attacks like SYN flood, 

malware injection, account hijacking are discussed in this paper. The main focus of this paper is on detecting and 

preventing SYN flood in cloud computing. The author developed two algorithm one detecting algorithm and one 

preventing algorithm. They will implement and test these algorithms on cloud computing. 

 

 In this paper [3] the author described the data-protection-as-a-service where different services are provided for 

protecting data. Two techniques have discussed i.e.  FDE (Full Disk Encryption) and FHE (Fully Homomorphic 

Encryption). There is a comparison in these techniques on the basis of key management, sharing, and ease of 

development, maintenance, aggregation and performance. The key management and access control are moved by 

DpaaS (Data-Protection-as-a-service) approach for purpose of balance easy maintenance and rapid development by 

user-side verification. Performance and ease of development offered by FDE is excellent. 

 

In this paper [4] it is explained that cloud computing helps to share data and provide many resources to users. Users 

pay only for those resources as much they used. Cloud computing stores the data and distributed resources in the 

open environment. The amount of data storage increases quickly in open environment. So, load balancing is a main 

challenge in cloud environment. Load balancing is helped to distribute the dynamic workload across multiple nodes 

to ensure that no single node is overloaded. It helps in proper utilization of resources .It also improves the 

performance of the system. Many existing algorithms provide load balancing and better resource utilization. There 

are various types load are possible in cloud computing like memory, CPU and network load. Load balancing is the 

process of finding overloaded nodes and then transferring the extra load to other nodes.  

 

In this paper [5] they explained the efficient task scheduling mechanism can meet users’ requirements, and improve 

the resource utilization, thereby enhancing the overall performance of the cloud computing environment. But the 

task scheduling in grid computing is often about the static task requirements, and the resources utilization rate is also 

low. According to the new features of cloud computing, such as flexibility, virtualization and etc, this paper 

discusses a two levels task scheduling mechanism based on load balancing in cloud computing. This task scheduling 

mechanism can not only meet user’s requirements, but also get high resource utilization, which was proved by the 

simulation results in the CloudSim toolkit. 

 

3. Load Balancing in cloud computing 

 Load balancing is a procedure in which the total load of the network is reassigning to the individual nodes to make 

resource utilization successful and to enhance the response time of the job. In the meantime,   remove a state in 

which some of the nodes are under loaded while some others are over loaded. A load balancing algorithm, it 

depends on the present behavior of the system and it does not consider the previous behavior of the system which is 

dynamic in nature. This load measured can be in terms of CPU load, amount of memory used, delay or Network 

load. It has following advantages: 

1. It improves the performance of the system. 

2. It maintains system stability. 

3.  It builds fault tolerance system. 

4.  Resources are utilized efficiently. 

5. Cost us reduced using resources. 
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3.1 Weighted Round Robin: It is one of the improved versions of the round robin. It was proposed to solve the 

problem of round robin. In this algorithm, each node is assigned with weight. According to the weight assigns to the 

node, it will receive suitable number of requests. Depending on its processing capability, each instance of server gets 

the load assigned which further depends on how that instance is behaving. Weight can be assign to each server in the 

group so that if one server is competent of handling the double load as the other, the commanding server gets a 

weight of 2. In such cases the IP sprayer will assign two requests to the powerful server for each request assigned to 

the weaker one. If the equal weights are assigned to all the nodes then same traffic will be received by each traffic 

[5].  

 

4. Proposed Methodology 

Task redundancy is provided by backup system that is attached with each node of the cloud distributed systems. 

Here, it is noted that backup system does not provide service to any tasks. In case of node failure backup system will 

perform the following operations: 1) multicast a failure notice (FN) to alert the candidate nodes about the change in 

the number of functioning nodes; 2) reallocate all the unfinished tasks among those candidate nodes perceived to be 

functioning; When any node fails or when load on any node will increase, back up node will come into existence. 

The backup node will execute the task allocation algorithms to balance load between the available mobile nodes. In 

the existing modal, we need efficient task allocation algorithms and we need to define the certain parameters on the 

basis of which backup node will identify that on which node load is increased. In the present techniques there is one 

drawback that is node failure. A node failure problem occurs due to mobility of the node. In present algorithm there 

are number of nodes available. From these nodes candidate node will be chose on the basis of failure rate and 

minimum execution time.  Here Master node set threshold value which includes two parameters one is failure rate 

and other is maximum execution time. The nodes which have equal to and less failure rate and minimum execution 

time are elected as candidate nodes by the master node. In the proposed algorithm, we have added a new parameter 

in the present algorithm that is master node time. Master node time is the result time to join the end users. It is for 

node collaboration. 

 

5. Experimental Results 

The whole scenario is implemented in MATLAB. 

 

 
Fig 1: Default View 

As illustrated in figure 1, the network is formed in which available nodes are deployed, virtual servers and virtual 

machines are deployed. The node is asking for the time taken by the virtual machine to complete the task 

 



Lovepreet et al, International Journal of Computer Science and Mobile Computing, Vol.4 Issue.6, June- 2015, pg. 727-733 

© 2015, IJCSMC All Rights Reserved                                                                                                        731 

 
Fig 2: Default View 

As illustrated in figure 2, the network is formed in which available nodes are deployed, virtual servers and virtual 

machines are deployed. The node is asking for the time taken by the virtual machine to complete the task. The 

interface is asking for the cost of the user 1 to executing task which is user wants to execute. The node is asking for 

the time of user 1 to execute for the task which is assigned by the user . The weight of the user is calculated for the 

task assigned to user 1. 

 

 

Fig.3: Default View 

As illustrated in figure 3, the network is formed in which available nodes are deployed, virtual 

servers and virtual machines are deployed. The node is asking for the time taken by the virtual 

machine to complete the task. The interface is asking for the cost of the user 3 to executing task 

which is user wants to execute. The node is asking for the time of user 3 to execute for the task 

which is assigned by the user. The weight of the user is calculated for the task assigned to user 3 
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Fig 4: Default View 

As illustrated in figure 4, the network is formed in which available nodes are deployed, virtual servers and virtual 

machines are deployed. The node is asking for the time taken by the virtual machine to complete the task. The 

interface is asking for the cost of the user 3 to executing task which is user wants to execute. The node is asking for 

the time of user 3 to execute for the task which is assigned by the user . The weight of the user is calculated for the 

task assigned to user 3 

The task is allocated to nodes which has higher resources as set by the virtual machines. The node change its 

position and fault is occurred in the network. The task is allocated to the node which has higher weight .  

 

 

 

Fig.5 Time graph 

 As illustrated in figure 5, the time is used to calculate for the task execution. As shown in the figure, proposed 

algorithm use less time for the task allocation. 

 

6. Conclusion 

The task allocation among the mobile nodes is done with the use of task allocation model. In this paper, novel 

technique has been proposed which reduces the fault detection time in the network and reduces the resource 

consumption to execute the allocated tasks using weight based technique.  The proposed algorithm is based on the 

failure rate, minimum execution and time taken by the master node scheme for fault recovery and concurrent 

execution of processes for the process execution. This technique leads to reduce in processing time and reduce in 

energy consumption. 
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